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FORMER TASK FORCE INTELLIGENCE ANALYST ARRESTED FOR
 
HARASSING FORMER GIRLFRIEND AND
 

FALSELY IMPLICATING HER IN A DRUG INVESTIGATION
 

BOSTON, MA - A former drug task force intelligence analyst was arrested for using his 
law enforcement position to harass his former girlfriend and falsely implicate her in a drug 
investigation. 

United States Attorney Michael J. Sullivan and Glenn A. Fine, Inspector General of the 
United States Department of Justice Office of the Inspector General, announced today that 
EARL S. HOFFMAN, JR., age 40, formerly of Lowell, was arrested late yesterday night on a 
four-count indictment unsealed today alleging that he falsified records in a federal investigation, 
made false statements to federal officers, committed wire fraud, and violated the Driver’s 
Privacy Protection Act. HOFFMAN was arrested at a remote border crossing from Canada into 
Vermont, after having spent the last year working overseas. 

The indictment alleges that in 2007, HOFFMAN worked for the Massachusetts National 
Guard and was assigned to the New England High Intensity Drug Trafficking Area task force. 
While there, HOFFMAN worked out of a United States Drug Enforcement Administration 
(DEA) office in Worcester to collect and analyze information for the task force’s drug-related 
criminal investigations.  To accomplish this, the indictment alleges, HOFFMAN was provided 
access to various computer databases with sensitive information, which he was supposed to use 
solely to assist criminal drug investigations. 

The indictment alleges that in late May 2007, HOFFMAN accessed the driver’s license 
and criminal history records for a woman identified in the indictment as “B.P.”, with whom 
HOFFMAN had shared an intimate relationship that had ended badly approximately two years 
earlier. According to the indictment, HOFFMAN then sent B.P.’s son an e-mail that included 
B.P.’s driver’s license photograph and an insult to B.P. HOFFMAN falsely made the e-mail 
look as if B.P.’s current boyfriend had sent it, which he had not. After one or more similar 
communications to B.P. and her son, in late August 2007, HOFFMAN pretended again to be 
B.P.’s current boyfriend and sent B.P.’s son an e-mail or instant message that included B.P.’s 
driver’s license photograph and a pornographic picture. Earlier in the summer, the indictment 
alleges, HOFFMAN had sent a DEA subpoena to obtain B.P.’s telephone records. 



                                                                        

According to the indictment, when the DEA inquired into the matter, HOFFMAN falsely 
stated that he had requested B.P.’s driver’s license, criminal history, and telephone records as 
part of an ongoing, legitimate drug investigation.  The indictment further alleges that 
HOFFMAN entered into a DEA database information about B.P.’s telephone number.  The 
indictment alleges that HOFFMAN then altered a telephone company report to falsely indicate 
that B.P.’s telephone number was connected to the telephone number of a suspect in an actual, 
ongoing drug investigation. HOFFMAN allegedly gave the DEA this report to falsely implicate 
B.P. and justify his actions. By inspecting the records carefully, law enforcement ensured that 
HOFFMAN’s actions did not result in a false prosecution. 

The indictment alleges one count of wire fraud against HOFFMAN for defrauding the 
Massachusetts National Guard, the task force, and the DEA of their right to his honest services; 
one count of falsifying records in a federal investigation for altering the call report and entering 
false information into the DEA’s internal database; one count alleging a variety of material false 
statements, representations, and omissions during the DEA investigation; and one count of the 
Driver’s Privacy Protection Act for knowingly obtaining B.P.’s driver’s license photograph, 
Social Security number, and other information for the unlawful purpose of harassing her and her 
son. This is the first-known criminal charge under the Driver’s Privacy Protection Act. 

The case is being investigated by the United States Department of Justice’s Office of the 
Inspector General, with assistance from the Drug Enforcement Administration, the 
Massachusetts State Police, and the Massachusetts National Guard. It is being prosecuted by 
Assistant U.S. Attorneys Scott L. Garland and Jeffrey M. Cohen, of Sullivan’s Computer Crimes 
and Public Corruption Units. 

The details contained in the indictment are allegations.  The defendant is presumed to be 
innocent unless and until proven guilty beyond a reasonable doubt in a court of law. 
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